TASER and Microsoft have formed a unique partnership that brings together two powerful technology platforms to meet the unique needs of law enforcement today. With unmatched technology innovation and industry-leading security, the partnership is enabling transformation in public safety operations while also promoting greater transparency and trust between law enforcement and private citizens.

Technology Leadership
TASER and Microsoft are paving the way for law enforcement agencies to get the most out of today’s leading technologies.

- TASER’s innovative public safety products, including body-worn and in-car cameras, are changing the face of law enforcement. The products, which are supported by mobile devices, an enterprise-class cloud digital evidence management platform, and Smart Weapons, provide better protection for officers, improved accountability, and enhanced transparency. Data management such as video capture, tagging, searching, redaction, and sharing are all combined in a single, secure, end-to-end digital platform, providing the law enforcement and legal communities with seamless management of digital evidence from time of capture to its ultimate use in a courtroom.

- Microsoft’s cloud platform and mobile devices provide a scalable, reliable, and trusted environment that enables the collection, management, and storage of data. This frees law enforcement agencies from the burden of IT administration and provides fast, easy access to massive stores of critical data while maintaining strict compliance standards.

Global Scale
Microsoft cloud services are available to law enforcement agencies around the globe, and are highly scalable to accommodate agencies’ growing data storage demands from video and other data-intensive devices. By storing video and other evidentiary data in the cloud, police departments can avoid the cost and complexity of IT administration, and spend more time focusing on public safety.

Industry-leading Security and Compliance
Microsoft protects the confidentiality, integrity and availability of data in its cloud, and manages compliance with strict regulatory standards, including:

- **CJIS**, the FBI’s Criminal Justice Information Services Security Policy, including specific requirements for audit and accountability controls as well as media protection for all information.

- **Industry-specific standards**, such as HIPAA, FedRAMP, SoC, IRS 1075, and PCI.

- **Information security management standards**, such as ISO 27001, 27002, and 27018.

- **Regional standards**, such as EU Model Clauses, UK G-Cloud, Australia IRAP, and Singapore MTCS.

Dedication to Law Enforcement
TASER and Microsoft share a long history and commitment to the needs of law enforcement, and an approach that helps public safety customers work through their unique challenges with leading technology solutions. TASER’s hardware devices and software platform have been developed with extensive customer input, and law enforcement officers receive in-depth training on how to use the products on the front lines to defend citizens, protect officers, and ensure public safety. Both companies’ global sales and support organizations have long been dedicated to directly serving the needs of law enforcement.